Money laundering and terrorism financing risks in Botswana

INTRODUCTION
Botswana has a relatively good legal foundation to fight financial crime in general. With the second reading of the Financial Intelligence Bill and the regulation of non-financial institutions prone to money laundering, the legal framework will be remarkably enhanced. However, Botswana has not yet undertaken an assessment of its risks and vulnerabilities to money laundering and the financing of terrorism in terms of international requirements. Significantly, Botswana’s legal framework does not recognise the risk of money laundering in either limited- or high-risk situations. This is in spite of the Financial Action Task Force (FATF) espousing a country-specific risk analysis and application of a regulatory framework for all forms of business relationships. The rationale for adopting the risk-based approach is that a better understanding of the extent, form, production and disposal or use of the proceeds of crime helps to determine the appropriate interventions.

Tentative steps towards establishing trends in money laundering and the financing of terrorism have been taken over the past few years. A team of World Bank experts visited Botswana at the end of 2006 to assess the implementation of the FATF anti-money laundering and counter-financing of terrorism (AML and CFT) standards. In early 2007 the Directorate on Corruption and Economic Crime (DCEC), in collaboration with the Institute for Security Studies (ISS) of South Africa, undertook research to establish trends in money laundering in Botswana. The findings are yet to be publicised. However, what is apparent is that these investigations were by no means exhaustive.

This paper is a contribution to the discourse on money laundering and the financing of terrorism in Botswana. It provides an overview of Botswana’s AML/CFT regimes. This will follow a brief outline of the international regulatory regimes for curbing both money laundering and the financing of terrorism. Significantly, the paper subscribes to the view that both these activities exhibit the same characteristics and therefore that their analysis can and should broadly be made within the same framework. An analytical framework woven around the ‘three pillars’ of prevention, enforcement and international co-operation is used in this discussion.

DEFINING MONEY LAUNDERING AND TERRORISM
Money laundering and terrorism are two of the most widely discussed phenomena in contemporary law enforcement. By definition, money laundering emanates from organised crime and the two are generally always mentioned in the same breath. Organised crime continues to generate vast funds, which are estimated to constitute between two and five per cent of the global annual income. This has brought to life two significant scenarios. Firstly, criminal formations need to hide the illicit origin of their funds for the purposes of integrating them into the legitimate economic system. Doing this constitutes money laundering. Secondly, there are possibilities for such funds to be used for financing terrorism. It is therefore necessary that these key concepts be unpacked.

Organised crime
One of the widely accepted descriptions of organised crime is that it is perpetrated by a criminal group that undertakes:

…significant and planned criminal activity, which involves several persons acting jointly, or at least with a common purpose, to commit a crime or a series of crimes, motivated by the prospect of direct or indirect material benefit. The persons involved may be human beings or corporate bodies.

Various positions have been taken on how organised crime manifests itself. On one hand, the traditional
conceptualisation is that this activity may involve collaboration between different criminal groups that is syndicated, well-calculated and implemented, business-like and transnational. However, contemporary views are that this ‘mafia model’ is no longer universal, with criminals becoming more and more opportunistic, less structured and generally relying on networks to conduct illicit activities. As a result there is a well-debated absence of a universally accepted definition. What is universally agreed, nevertheless, is that whatever the nature and structure of criminal entities, they all hold a desire to spend their proceeds as if they emanate from legitimate sources. The process by which they achieve this goal is through money laundering.

Money laundering

Money laundering has been defined as ‘any act or attempted act to conceal or disguise the identity of illegally obtained proceeds so that they appear to have originated from legitimate sources’. This metaphorical ‘cleaning of money’ is the practice of engaging in specific financial transactions in order to conceal the identity, source or destination of money. It is often described as occurring in three stages. Placement is the initial point of entry for funds derived from criminal activities into the legitimate economic/financial system to create a distance between the criminal activity and the proceeds. This is achieved by layering, which is the creation of complex networks of transactions that attempt to obscure the link between the initial entry point and the end of the laundering cycle. Lastly, integration refers to the return of funds to the legitimate economy for subsequent extraction and use.

However, it is important to note that the stages of money laundering are not mutually exclusive and therefore may not always follow each other in the particular order described above, nor are all stages always involved. It has been demonstrated that sometimes the proceeds of crime may be directly invested without placement or layering.

The stages...are not cumulative elements of money laundering, in the sense that they should all exist before the offence may be deemed to have been committed. The commission of any one of them could constitute money laundering.6

With the increased recognition of terrorism as a global threat it has been determined and widely accepted that terrorists and their associates either engage in money laundering or use similar techniques as in money laundering to finance terrorist activities.

Terrorism

The definition of terrorism is more problematic. None of the prominent international institutions and protocols provides a definition for terrorism. There are conceptual and intellectual divergences on the issue and the tendency is thus to describe acts of terrorism. This situation is attributed to the diverse political, religious and socio-cultural dynamics within the various jurisdictions. A generally accepted definition of terrorist acts is that of ‘criminal acts intended or calculated to provoke a state of terror in the general public, a group of persons or particular persons for political or religious purposes’.7 After 9/11, terrorism or planning to commit an act of terrorism significantly transformed views around organised crime, money laundering and the financing of terrorism. This watershed event had the effect of broadening the scope of strategies against money laundering and the financing of terrorism.

It is against the backdrop of the globalisation of international financial services that the debate on the vulnerabilities of countries to organised crime, money laundering and the financing of terrorism has gained currency. The key observations coming out of the protracted war against terrorism is that terrorist attacks have to be funded. To the extent that their success depends on secrecy, the funds that sponsor the activities conceivably pass through the legitimate economic/financial system, at least at some point, but this passage has to be disguised. International efforts have sought to target, freeze and confiscate these funds, and to reduce and hopefully eliminate the processes through which they are conveyed, in this case money laundering. This has resulted in the creation of generic AML/CFT regimes, the standards of which have become imperative for all countries to implement.

INTERNATIONAL REGULATORY REGIMES TO CURB MONEY LAUNDERING AND THE FINANCING OF TERRORISM

The international trend to criminalise money laundering as a discrete offence started in the United States in the 1970s, followed by the United Kingdom in the 1980s.8 By 1988, the Vienna Convention resolved that countries that had not done so should introduce AML provisions in their legislations. This AML drive culminated in, among other international initiatives, the formation of the FATF in 1989. After the tragic events of 11 September 2001, global AML and CFT standards underwent further refinement, notably with the addition of nine recommendations to the original Forty FATF Recommendations. These regulatory regimes are broadly influenced by the
need to address structures of prevention, enforcement and international co-operation, called the ‘three pillars’.9

Prevention

In terms of prevention, countries undertake to implement structures that help to flag dirty funds. Both the public and private sectors are called upon to install systems and regulations that are disincentives to cash transactions, and to scrutinise large currency transactions. Financial institutions and non-financial and professional businesses that deal with commodities of value are required to document transactions and critically profile their customers with a view to reporting suspicious transactions to the relevant authorities. Consequently, governments have an international obligation to create the widest possible scope to implement all these international requirements. These prevention and control policies are applicable across all jurisdictions.

Enforcement

It is not possible to completely bar dirty money from legitimate financial systems. As a result, law enforcement is often called into action to attach criminal proceeds and follow the paper trail they leave behind. Law enforcement would also seek to penalise those who violate regulations, be they corporates or individuals. The law enforcement role may be specifically delegated to, or co-ordinated by, a specialised agency. At the macro level, the enforcement component obliges states to enact laws that criminalise money laundering and its predicate offences, and to punish criminals who launder money and those who assist them.

International co-operation

The prevention and enforcement components of AML/CFT are dependent on international co-operation. The global nature of money laundering and the financing of terrorism require that countries are well versed in international prevention and enforcement challenges and endeavour to collaborate with other states and international bodies in sharing information. International conventions are the tools through which countries can benchmark their efforts. Generally this is achievable by harmonising AML and CFT regimes.

The international instruments to address money laundering and the financing of terrorism are well documented. The United Nations (UN), the International Monetary Fund (IMF), the World Bank, the FATF and the International Criminal Police Organisation (Interpol) all have common views about money laundering and the financing of terrorism. At the regional level and closer to Botswana, the African Union (AU), the Southern African Development Community (SADC) and the East and Southern African Anti-Money Laundering Group (ESAAMLG) supplement global initiatives. The generic themes they advocate are contained in the ‘three pillars’ framework.

If terrorist financing follows the same patterns and techniques as money laundering, as espoused by some authorities, as a general proposition it follows that countries are equally vulnerable to terrorist financing as they are to money laundering.10 This points to the need for synergy between AML and CFT regimes. However, researchers and scholars question whether anti-terrorist financing mechanisms adopted in the developed world are appropriate for the southern African region.11 These arguments will not be explored any further in this paper. However, a brief look at some of the key issues in the international interventions against money laundering and the financing of terrorism should be useful.

The FATF formulated nine recommendations that complement the Forty FATF Recommendations on money laundering. They set out the basic framework to detect, prevent and suppress the financing of terrorism and terrorist acts. Countries are required to ratify and to implement fully the 1999 UN International Convention for the Suppression of the Financing of Terrorism as well as the UN resolutions relating to the prevention and suppression of the financing of terrorist acts,12 particularly UN Security Council Resolution 1373. Further, countries are enjoined to criminalise the financing of terrorism, terrorist acts and terrorist organisations and to ensure that such offences are designated as money laundering predicate offences. Other supplementary recommendations require countries to implement measures to freeze the funds or other assets of terrorists, those who finance terrorism and terrorist organisations in accordance with the UN resolutions relating to the prevention and suppression of the financing of terrorist acts. Countries are required to ascertain that financial institutions, or other businesses or entities subject to AML obligations, promptly report their suspicions to competent authorities.
At an international level, countries are obliged to promote co-operation against terrorism and the financing of terrorism.

A key vehicle through which terrorist acts have been financed is alternative remittance systems (ARS). With regards to such systems, each country is required to put into place measures to ensure that persons or legal entities, including agents that provide a service for the transmission of money or value, including transmission through an informal money or value transfer system or network, should be licensed or registered and subject to all the FATF recommendations that apply to banks and non-bank financial institutions. FATF also recommends that countries should review the adequacy of their laws and regulations that relate to entities that can be abused for the financing of terrorism. It notes that non-profit organisations are particularly vulnerable, and countries should ensure that they can’t be misused. Lastly, countries should have measures in place to detect the physical cross-border transportation of currency and bearer-negotiable instruments, including a declaration system or other disclosure obligation.

Most SADC jurisdictions have promulgated legislation to meet the international requirements discussed above, especially to regulate financial institutions. In addition, the majority of the countries in the region are members of ESAAMLG, a specific money-laundering regional intervention that is inspired by the FATF. Between SADC and ESAAMLG, the region has mechanisms that provide oversight on implementation of the international instruments. Notably, one of the challenges of the southern African countries is inevitably the need to harmonise their legislation so that countries deal with the relevant issues on the same wavelength. Another is to establish vulnerabilities to enable more pragmatic implementation of international standards.

**VULNERABILITY TO MONEY LAUNDERING AND THE FINANCING OF TERRORISM IN SOUTHERN AFRICA**

In order to put the analysis of Botswana’s vulnerabilities with regard to money laundering trends and the financing of terrorism into context, it is necessary to assess the situation in other vulnerable economies. Some research has been done in other countries in southern Africa. The situation in Tanzania in 2006 could be considered a macrocosm of what generally holds in the region. The following vulnerabilities were highlighted:

- Most business activities are conducted in cash rather than by cheque, credit card or other ‘virtual money’. High-value assets, such as real estate, motor vehicles and jewellery, worth millions, can be paid for in cash. Some parts of the country do not have banking services thereby necessitating cash transactions or barter transactions.
- Most of the banks are concentrated in urban areas leaving the majority of the population in the rural areas without access to financial services.
- Where financial services do exist, poverty has resulted in low usage levels and an insignificant savings level. The rural areas are the most affected.
- There is no regulatory framework for ARS.
- There is a liberal policy on foreign direct investment (FDI), so the source of funds brought into the country by inward investors is not routinely or effectively scrutinised.
- There is general lack of public awareness of the adverse impact of money laundering.
- Money laundering and the financing of terrorism are relatively new offences in the criminal justice system. Their enforcement requires personnel with the necessary technical competence to detect, investigate and prosecute suspects. This calibre of personnel is scarce and often beyond what governments can afford.
- There are signs of escalation of the proceeds-generating predicate offences associated with money laundering, such as corruption, smuggling, bank robberies, car theft, prostitution and trafficking in stolen cellular phone handsets.

This gloomy situation negatively impacts on the region’s efforts in implementing the FATF recommendations. Notably, with the exception of Tanzania and Kenya, where synchronised bombings were undertaken at the respective US embassies and a further attempt made on an Israeli flight, there appears no evidence in southern Africa that terrorism is considered to be a significant threat. This is probably the main reason why only a few countries have taken steps to criminalise it. In a snap survey in selected countries in the region, it was established that only Mauritius and South Africa have domestic laws that specifically criminalise terrorism and to a considerable extent address terrorist financing. Other issues of significance to CFT that came out of the survey include:

- The need for countries to ascertain that shareholders and senior managers in financial institutions are ‘fit and proper’ to hold positions of control and oversight
Evidence of terrorist funding within or from the region has been determined to be scanty and mostly anecdotal

ARS are known internationally as preferred conduits for the transmission of terrorist funds. Examples of ARS are known to exist both within southern Africa and between southern Africa and the rest of Africa. It is believed that variations of ARS are widely used by migrant workers from countries like Malawi, Mozambique and, most recently, by diaspora communities from Zimbabwe. Using such systems is both cheaper, as it circumvents expensive bank charges, and faster, because the process is paper free. With the virtual collapse of the Zimbabwean dollar, the banking system in that country has all but perished and the economy is probably only just alive on the back of ARS. However, it has been observed that it is more common for diaspora communities to repatriate their earnings from the developed world to needy relatives and causes back home, but there does not appear to be any evidence of links between such forms of hawala and the financing of terrorism. It is therefore conceivable that this is the form of analysis used by political figures in the region to support the argument that the fight against money laundering and financing of terrorism is not a priority. It is from this background that the discourse on these concepts in Botswana should be conceptualised.

VULNERABILITIES IN BOTSWANA

Botswana is classified as a middle-income country. It ranks consistently high in many indices on leadership and governance and enjoys a reputation for relatively low levels of corruption and crime. The overall effect of these characteristics is that it enjoys a fairly high credit rating that allows consistent stimulus for socio-economic development. As a result, economic growth has averaged above five per cent for the past two decades. While these are remarkable characteristics, they also create vulnerability as criminals may seek to take advantage of them. The risk is magnified by the country’s openness to international financial markets and its efforts to attract more FDI for economic diversification and growth. As was highlighted earlier, Botswana has never conducted an assessment of risk vis-à-vis money laundering and terrorism/financing of terrorism. There have been a few prosecutions for money laundering but no terrorism-related prosecution in Botswana at all. There is also no record of any terrorist threat in the public domain. However, as recently as January 2009 there were reports of ‘scores of suspected Al Qaeda terrorists’ being detained by security agents, some awaiting deportation while others were under investigation for money laundering and attempting to establish various forms of terrorist structures in Botswana. A number of suspects are foreigners involved in second-hand car dealerships, an area already identified by the ISS/DCEC research as a key money-laundering vulnerability. Further key issues noted include that:

- Al-Qaeda agents in Botswana are believed to have used the country’s boom in imported secondhand cars as a cover for their activities
- They rarely use banks in their business transactions
- Investigations have linked company directorships to Kenya, where terrorism-related activities are understood to be taking place
- Botswana is believed to be a soft target because of its relatively weak finance and company regulatory regimes
- There are suspicions that the stock of some car dealerships is purchased using proceeds from pirate activities near the horn of Africa

There are a number of other areas that could be considered as key vulnerabilities. Some of the prominent ones are discussed below.
The existence of organised crime in general

The situation with regards organised crime in Botswana was aptly captured in its country report to the UN Congress on Crime Prevention and Criminal Justice as far back as 2005. It was observed that:

transnational organised crime continues to threaten the safety and wellbeing of the people of Botswana and hampers social and economic development. Not only has this type of crime increased in scope, but it has also increased in intensity and sophistication. It is evident from the latest Police Statistics that transnational crime and criminal syndicates have expanded their range of activities from robbery, motor vehicle theft, drugs and arms trafficking to white colour crime.27

The current situation in terms of offences that generate proceeds that are subsequently laundered is illustrated below.

Figure 1: Statistics on proceeds generating offences
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Although it is not generally the practice for law enforcement agencies to establish the organised crime component of reported criminal activities, there is a general consensus that organised crime does exist in Botswana.28 While the incidents of some kinds of crime have declined over the past two years, the overall impact of organised crime has increased. It is argued that the increase has become so significant as to threaten national security.29 Some have observed that one of the key influences on the establishment of the Directorate of Intelligence and Security was the perception that law enforcement in its current form does not have the capacity to deal with the threat of organised crime. The agency’s mandate has incidentally been defined broadly to address, in no uncertain terms, the threat of organised crime.

The attraction of doing business in Botswana

According to the 2007 International Monetary Fund (IMF) report on Botswana, unless its economy diversifies the country’s GDP may fall by as much as a quarter after 2021.30 Faced with economic diversification challenges and stiff international business competition from other SADC economies, Botswana has had to soften restrictions on doing business with a view to attracting FDI. The 2009 World Bank summary presents a mixed picture on the ease of ‘doing business’ in Botswana. The summary is hereby analysed in the context of money-laundering control.

Table 1: The ease of doing business in Botswana

<table>
<thead>
<tr>
<th></th>
<th></th>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>Doing business</td>
<td>38</td>
<td>52</td>
<td>+14</td>
</tr>
<tr>
<td>Starting a business</td>
<td>80</td>
<td>102</td>
<td>+22</td>
</tr>
<tr>
<td>Dealing with contract permits</td>
<td>119</td>
<td>118</td>
<td>-1</td>
</tr>
<tr>
<td>Employing workers</td>
<td>73</td>
<td>74</td>
<td>+1</td>
</tr>
<tr>
<td>Registering property</td>
<td>29</td>
<td>25</td>
<td>-4</td>
</tr>
<tr>
<td>Getting credit</td>
<td>43</td>
<td>40</td>
<td>-3</td>
</tr>
<tr>
<td>Protecting investors</td>
<td>38</td>
<td>110</td>
<td>+72</td>
</tr>
<tr>
<td>Paying taxes</td>
<td>17</td>
<td>17</td>
<td>0</td>
</tr>
<tr>
<td>Trading across borders</td>
<td>149</td>
<td>150</td>
<td>+1</td>
</tr>
<tr>
<td>Enforcing contracts</td>
<td>92</td>
<td>91</td>
<td>-1</td>
</tr>
<tr>
<td>Closing business</td>
<td>26</td>
<td>27</td>
<td>+1</td>
</tr>
</tbody>
</table>

This table lists the overall ‘ease of doing business’ ranking out of 181 economies assessed by the World Bank in the second row and the rankings by each topic in the subsequent rows. The ‘doing business’ index can best be understood by reference to the following key issues: It currently takes less than 10 days to register a company compared with 23 days, which was the norm as recently as 2006.31 The revised Companies Act (2007) also permits individual-owned closed corporations, which appear to facilitate more private dealings within companies. This is inconsistent with the spirit of the international money-laundering standards. There is no obligation on authorities to verify the integrity of the
persons forming a company or registering a business name as a sole proprietorship or partnership, or the beneficial owners of domestic or foreign companies being formed. Neither is there any requirement to verify the accuracy of the information provided by a person filing registration documents. Lawyers and accountants acting either as company secretaries or as nominee directors and shareholders also do registration of companies, yet the regulatory framework does not cover these professions. This liberal dispensation is a major loophole in the system and is subject to abuse by persons and groups that may have sinister intentions.

The strategy to attract FDI is coupled with very lucrative and easily accessible government subsides, grants, loans and tax breaks for establishing businesses that propose to employ Batswana. However, it has been argued in many quarters that this dispensation brings with it people of questionable motives and business credentials. The mechanism to vet foreign individuals is very weak. This has been exposed on several occasions when foreign nationals implicated in scandalous, unlawful activities turned out to have had criminal records in other countries, which were not questioned in Botswana. For example, the Hyundai Motor Corporation’s Botswana operations, which had become the flagship for international business in Botswana, shut down in 2000. Its managing director, Billy Rautenbach, was the subject of several criminal investigations into theft, fraud and corruption in South Africa but these investigations were either never picked up or deliberately ignored in Botswana.

Currently, a storm is brewing in the country’s education system, particularly in the dealings of the Ministry of Education. Investors have jumped with it people of questionable motives and business credentials. The result was that thousands of Batswana students were crowded in several dilapidated buildings operating as campuses for the university, begging the question why they would be taken there in the first place. Several such colleges operate without the requisite infrastructure and or even resources as basic as libraries. Now it is alleged that the Minister of Education received kickbacks for facilitating government support for the implicated university and that some ruling party officials and some cabinet ministers have shares in the several institutions supported by government.

To the extent that such individuals have the propensity to associate or sympathise with terrorists/terrorist activities, there is the opportunity for systems in Botswana to be abused, not only in money laundering ventures, but also in terrorist-financing activities.

Non-designated institutions dealing in value-based commodities

A number of professions have been known to facilitate money laundering wittingly or unwittingly in other jurisdictions. Such abuse is rife in vulnerable economies. The list of these professions is long. It is probably useful that this discussion be limited to those that appear significant in the Botswana context.

Lawyers, notaries and other independent legal professionals

There are presently about 200 legal practitioners in Botswana, the majority of them associated with small law firms. This is a significant proportion in a population of around 1.6 million. In addition to doing criminal and civil work, legal practitioners provide notary and conveyance services as well as services relating to the creation, operation and management of trusts and companies, for which they may act as nominee shareholders or directors. The profession is relatively cash intensive and this predisposes it to criminal manipulation. Money launderers and those who finance terrorists have been known to abuse and manipulate this sector. The esteem with which the legal profession is held tends to preclude scrutiny of its members, hence the vulnerability.

Over the past few years, a number of lawyers have been implicated in criminal activities, either as perpetrators or facilitators. After a protracted legal battle, two prominent lawyers became the first people to be convicted on money-laundering charges in Botswana. One was sentenced to 18 months in jail and ordered to pay P1.1 million as compensation to Barclays Bank, the proceeds of which had been fraudulently withdrawn from the Motor Vehicle Accident Fund and Botswana Life Insurance accounts. His accomplice received a six-month jail sentence. The duo has been granted bail.
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Foreign communities

There are a number of foreign communities resident in Botswana. In terms of accessibility, most of them are
closed to government structures, let alone to ordinary citizens. They are engaged in businesses ranging from
small-scale ventures to lucrative developmental and government projects. A key benefit of their presence is
that they have technical expertise. They also create much-needed employment. However, because of their
restricted access to resources that are easily accessible to citizens, some members of these communities are
tempted to engage in corrupt practices, such as bribing
government officials to rig tender processes. Some run companies using locals as fronts. They are also known to access business ventures, government grants and empowerment projects that are only meant for citizens.

The police have, over the last few years, attended to reports by citizens complaining that they had been deceived into joint ventures by some foreigners after which they were sidelined and not paid anything following the successful registration of companies and tenders having been won. However, the police are constrained by law against acting on these complaints because the citizens would have entered into the agreements willingly.

The involvement of foreigners in such activities has left a widespread belief that a considerable amount of their wealth and financial holdings are sponsored by funds from illicit activities. The secrecy with which some of these communities conduct their affairs and the barriers imposed by language and culture mean that they remain relatively inaccessible to law enforcement and other structures of government. To the extent that this perception is plausible, their presence and financial dealings constitute a vulnerability to both money laundering and the financing of terrorism.

However, debate around foreign communities in Botswana has been done with a fair amount of trepidation for fear of fanning xenophobia. Botswana is home to between 200,000 and 300,000 Zimbabwean immigrants and refugees. Following the economic and political meltdown in Zimbabwe, these numbers have been swelling consistently. For the past decade, immigration of Zimbabweans has benefited Botswana immensely as

Foreign communities are engaged in businesses ranging from small-scale ventures to lucrative developmental and government projects

skills that were short in supply but high in demand were now easily accessible at bargain wages. Zimbabweans are well known for their readiness to take on menial, poorly-paid jobs that are unwanted by the local population. But even those jobs are becoming scarce as distrust of and discrimination against Zimbabweans grows. The rise in crime, especially in armed robberies, is often attributed to Zimbabweans. Numerous Zimbabweans are serving jail terms for serious crimes while scores have died at the hands of law enforcement during abortive robberies.

The Chinese community is heavily involved in the construction and retail industries. The commodities they sell are believed to be either under-invoiced on entry or smuggled with the assistance of corrupt customs officials. They are generally involved in counterfeit products and the infringement of intellectual property rights. Several Chinese-owned shops have been raided by the police and found to be trading in illegal or illegitimate products.

Like the Indians and Pakistanis, they also tend to keep the proceeds of their businesses on their premises, rather than banking their money. Botswana Police Service (BPS) statistics show that several individuals from these Asian communities have had their homes targeted by criminals because of this perception.

Considerable amounts of money have been stolen in this manner. This reinforces general public perceptions of their banking habits.

It has never been established what eventually happens to the large sums of money thus kept out of circulation. The possibility is that some is re-invested into sustaining or expanding existing businesses. To the extent that the practice of keeping large sums of money outside the banking system persists, there is a possibility that some of it finds its way to financing terrorism. Asian communities are also widely known in other jurisdictions to use ARS to transfer value back to their native countries.

The Bank of Botswana (BoB) does not publish estimates of the amount of money either out of circulation or that could have been smuggled out of the country at any point.

Refugees

Botswana, in collaboration with the United Nations High Commission on Refugees, is host to a considerable number of refugees. They are accommodated at Dukwi Refugee Camp near Francistown. A number are from Somalia, Ethiopia and Uganda. While their refugee status is not being contested here, the involvement of some individuals from these countries in terrorism-related activities is an open secret. There is a possibility that some could be involved in providing support, however indirect, to terrorism. A Cameroonian who allegedly spent his entire life between Somalia and Uganda and spent more than two years as a refugee in Botswana, is currently under custody in South Africa after a futile attempt to hijack a plane from Gaborone en-route to Johannesburg. Refugees resident in Dukwi live on monthly handouts and are allowed to leave the camp once in a while. It is held that some return from these outside visits with huge sums of money and property, sometimes vehicles, which is inconsistent with people living on handouts. There is possibility that they could be exploiting the security of their refugee status to participate in illicit activities that could support terrorism.
**International Financial Services Centre**

Botswana’s embryonic International Financial Services Centre (IFSC) is being developed with the aim of making it a regional financial hub. Inasmuch as this will promote the growth of financial institutions and related companies, the IFSC makes the country all the more vulnerable to money laundering. Its activities include facilitation of cross-border banking and providing investment funds, financial advisory services, information communication technology services and group shared services. The IFSC is based on a legal jurisdiction rather than a physical location and the BoB supervises the activities of the registered companies. It is possible that criminals resident in other countries could abuse the IFSC to launder the proceeds of crime and/or to finance terrorism. The use of banking services in Botswana, compared with other countries in the region, is high. Greater use is being made of new technologies such as internet banking (The Economist Intelligence Unit 2006). The R100 million fraud case in which the Namibian government was swindled by a financial services company registered as the Overseas Development Corporation is a classic example of risks associated with the IFSC.

**Politically exposed persons**

There are no specific requirements for politically exposed persons (PEPs), foreign or domestic, to be subjected to enhanced due diligence. By definition, these are individuals who have been entrusted with prominent public functions and have the propensity to abuse their official functions for their own financial gain through embezzlement, receipt of bribes and participation in or facilitation of other criminal activities. They include senior politicians, senior government, judicial, law enforcement and military officials, senior executives of publicly owned corporations and political party officials (Basel Committee on Banking Supervision). It is thought that there are two main areas of vulnerability that could be exploited by corrupt PEPs or their associates. The first is when private bank officials fail to apply appropriate and thorough due diligence to such persons and their activities. The second is the possible use of a professional intermediary to open an account on a client’s behalf. This can enable a corrupt public official to open and operate accounts virtually anonymously. The risk of PEPs abusing their positions for personal gain has been noted to increase significantly in jurisdictions like Botswana where there is no obligation placed on them to declare their assets. The government has consistently rejected calls to consider legislation to compel declaration of assets.

The public believes that a number of members of parliament have accumulated significant wealth that is inconsistent with both their earnings and their positions before ascending to public office. Cases and allegations involving high-profile individuals who fall within the definition of PEPs have reinforced the perceptions of increasing risk in this area. The following cases are significant:

- A deputy minister of finance recently resigned following allegations of fraud and corruption involving a company he owns. The fraud had been allegedly going on for a number of years.
- The Minister of Education refuses to resign despite allegations of corruption and incompetence emanating from scandals involving tertiary institutions and further allegations of kickbacks for the ministry and its regulatory structures to turn a blind eye to irregularities.
- The same minister once resigned from Cabinet following allegations of corruption and unethical association with a self-confessed fraudster and criminal who continues to win government construction tenders.
- A former permanent secretary in the Ministry of Lands and Housing is appealing his conviction and sentence with regards to corruption in land allocation during his incumbency.
- The chief of the Public Procurement and Asset Disposal Board has been convicted of corruption pertaining to tender allocations to a company owned by a relative.
- A former chief executive of the biggest diamond mining company in Botswana, together with his son and two former company executives, are facing more than 40 counts of what amounts to corruption-facilitated organised criminal activities.

**Threats to the criminal justice system**

The Administration of Justice has in place a 24-hour security surveillance service to protect a Gaborone-based chief magistrate. The magistrate is the second to receive this type of security protection following a senior judge and former Attorney General, after a hit man was allegedly recruited to kill him. The magistrate presided over a ground-breaking corruption case involving a former permanent secretary who has since been convicted and sentenced to a seven-year prison term. It was suggested that the threats emanated from evidence incriminating a number of the country’s top business elite.

**American interests in Botswana**

One issue of particular relevance to terrorism is the large presence of US interests in Botswana. Apart from its embassy, there are a number of American-sponsored institutions, supported either by the US government or by US-based organisations. In the light of a history of attacks on US interests abroad and the declaration by
some terrorist groups of continuing such attacks, it is possible that the presence of such interests in Botswana increases its vulnerability to terrorist attacks. Despite consistent government denials, some SADC countries are convinced that the Botswana Defence Force base at Maparangwane, near Molepolole, is primarily used for promoting and defending US interests in the region. Conspiracy theorists argue that the above view is confirmed by the consideration by the US to locate the headquarters of the Africa Standby Force in Botswana. What is significant, however, is that the country could be placing itself in line for attack by terrorists.

Commentary on vulnerabilities

The absence of an authoritative assessment of trends in money laundering and the financing of terrorism has two implications. One is that the extent of vulnerability cannot be accurately determined. The second is that appropriate prevention and enforcement measures cannot be effectively crafted and implemented as they need to have been informed by empirical evidence. As a result recommendations can only remain largely hopeful.

The IMF and FATF have always recommended that countries should extend anti-money laundering obligations to, among others, dealers in real estate and high value items, company and trust service providers and lawyers and notaries. This is because banks may now be used for transmission of funds with the actual laundering having taken place at the intermediaries.

It is possible that the presence of American interests in Botswana increases its vulnerability to terrorist attacks elsewhere. It is therefore prudent that an analysis of the CFT regime be done vis-à-vis the recommendations of international bodies.

Botswana has ratified both the United Nations Convention against Transnational Organised Crime and the United Nations Convention on the Suppression of the Financing of Terrorism. She is also a party to the Vienna Convention. However, she has not criminalised the financing of terrorism and is yet to accede to a number of other UN conventions. There is no CFT-specific legislation to cover the broad spectrum of the seizure and confiscation of assets and finances incidental to terrorism. Botswana does not have a framework to implement UN Security Council resolutions 1267 and 1373 that provide for the freezing of terrorist assets. Confiscation is conviction-based, with freezing, seizing or restraining orders being provided for under the Criminal Procedure and Evidence Act and the Proceeds of Serious Crime Act. As shown earlier, there is no formal framework for international co-operation with respect to terrorism and terrorist financing. There is also no formal framework for the regulation of non-profit organisations either. A generic framework for the detection of physical cross-border transportation of currency exists but is considerably weak. In addition to the Suppression of Financing of Terrorism Convention, Botswana has ratified all the 11 other conventions related to terrorism. At regional level, Botswana has signed and ratified all protocols relevant to AML/CFT as follows:

- SADC Protocol against Corruption
- SADC Protocol on Combating Illicit Drug Trafficking
- SADC Protocol on Wildlife Conservation and Law Enforcement
- SADC Protocol on Extradition
- SADC Protocol on Firearms, Ammunition and Other related materials
- SADC Protocol on Mutual Legal Assistance in Criminal Matters

Although there is no dedicated anti-terrorism law, it is widely thought to be possible to prosecute and punish terrorism and issues incidental thereto within the context of the available legislation. There are views that the need for terrorism-specific legislation is not urgent and that the government should rather focus on enhancing the capacity of available institutions to deal with money laundering and the financing of terrorism. The general belief is that it should be possible to deal with them effectively if law enforcement capacity is enhanced in terms of investigative and prosecutorial skills.

Botswana has ratified the Vienna and Palermo conventions and implementation broadly meets most of their requirements. The government has promulgated laws and other measures to prevent money laundering as well as to co-operate with other countries on money laundering.
offences. The available domestic legislations that address money laundering are as follows:
- Bank of Botswana Act 1996
- Banking Act 1995
- Banking Act (Anti - money laundering regulation) 2003
- Botswana Constitution 1966
- Corruption and Economic Crime Act No. 13 of 1994
- Criminal Procedure and Evidence Act (1997)
- Customs and Excise Duty Act
- Drugs and Related Substances Act 18 of 1992
- Extradition Act 18 of 1990
- Mutual Assistance in Criminal Matters Act 1990
- Prevention of Corruption and Economic Offences Act
- Proceeds of Serious Crime Act 1990
- Intelligence and Security Act 2007
- Financial Intelligence Act 2007

Specifically, the enactment of the Proceeds of Serious Crime Act (PSCA) introduced the offence of money laundering. In terms of this Act, a person engages in money laundering if they initiate transactions that involve any proceeds of a serious crime. Engagement, by definition, includes receiving, processing, concealing, disposing of or bringing into Botswana any money or property that is the proceeds of a serious offence. It is expected that the individual(s) ‘ought to know’ that such money or property is derived from unlawful activity. The PSCA was amended in 2000 to incorporate the Forty FATF Recommendations.

The Penal Code creates ancillary offences to money laundering. It provides for aiding, abetting and counseling or procuring another person to commit an offence.

On another level the Botswana Unified Revenue Services (BURS) have responsibility for the assessment and collection of tax and this includes, among other activities, the performance of measures required to counteract tax fraud and tax evasion. The monitoring of the cross-border physical transportation of currency is conducted by virtue of Section 14 of the Customs Excise Duty Act which requires that any person entering or leaving Botswana shall, in a manner prescribed by the Director of Customs and Excise, declare all goods (including currency) in his possession and provide details of such to a Customs officer.

The government aims to sharpen laws on financial crimes. The Financial Intelligence Bill envisages the establishment of a Financial Intelligence Agency (FIA) and National Coordinating Committee of Financial Intelligence, provides for the reporting of suspicious financial transactions. The FIA is envisaged as a central unit responsible for requesting, receiving and analysing financial information and disseminating it to investigatory authorities. This may be done in consultation with, and with the guidance of, law enforcement officers, government agencies and such other persons deemed desirable. On the other hand, the National Coordinating Committee on Financial Intelligence will promote coordination between the FIA, investigatory authorities, and supervisory authorities to improve the effectiveness of policies to combat financial offences. It will also be charged with formulating policies to protect the international reputation of Botswana with regard to financial offences. Its members will consist of the following:
- The Director of the Financial Intelligence Agency
- The Ministry of Finance and Development Planning
- The Director of Corruption and Economic Crimes
- Botswana Police
- Attorney General’s Chambers
- Bank of Botswana
- Botswana Unified Revenue Services
- The Ministry of Foreign Affairs and International Cooperation
- Department of Immigration
- Non-Bank Financial Institution Regulatory Authority
- Director of Public Prosecutions
- Director of Intelligence Security Services

The role of the committee includes making recommendations to the minister for legislative, administrative and policy reforms in respect of financial offences. The establishment of this committee provides an ample opportunity for the elimination of the turf wars that have been perceived to exist among the agencies that have been variously charged with fighting money laundering but poorly coordinated in their efforts to do so.

The Non-Banking Financial Institutions Act that has just come into effect creates a regulatory framework for non-bank financial institutions, assuming responsibility for the supervision of insurance companies, securities companies, collective investment undertakings and non-banking financial institutions operating within the IFSC.

Through the various pieces of legislation above, money laundering has been criminalised and law enforcement empowered to investigate, prosecute and share information both locally and internationally. Obligations have been placed on the various financial institutions to exercise due diligence, report suspicious transactions and maintain proper records. It is recognised that the legislative regime to counter money laundering in Botswana is still a long way from meeting the international standards prescribed by FATF and other renowned international bodies.

The National Security and Intelligence Act

In a development significant in the fight against money laundering and the financing of terrorism, on 1 December 2008 the highly contentious bill that
proposed the formation of the Directorate of Intelligence and Security Service (DISS) received presidential assent and became law. The spy agencies and all the affiliated security bodies established under the Act started work in earnest in January 2009.

An argument against this law by opposition politicians as well as apprehensive citizens is that it will be used to silence voices critical of government and will deal a fatal blow to civil liberties and the democracy the country has nurtured since independence. The political expediency of this law will not be discussed here. However, the attitude of the AML/CFT committee appears to be that in the absence of terrorism-specific legislation, this law will help close gaps in the enforcement of the fight against terrorism and its funding. Considering that money laundering and the financing of terrorism pose a recognised threat to both the economic and social fabric of any country, the government of Botswana could be justified in using this legislative tool to combat them.

The directorate is charged with taking steps to protect the security interests of the country, whether such steps be political, military or economic, and, more importantly for money laundering, around intelligence in relation to organised crime. Other functions defined under the new law include gathering intelligence at the request of any government ministry, department or agency. The directorate would advise government, public bodies and statutory bodies on the protection of vital installations and classified information.

The legislative regime to counter money laundering is a long way from meeting the international standards prescribed by FATF

However, its establishment has come under criticism for duplicating the role of other, established intelligence-gathering bodies. There is no clear distinction between the duties of the Criminal Investigations Department, the police intelligence unit and the BDF intelligence unit. A distinction between all these units is required to avoid conflicts of interest and avert the turf wars that have previously dogged the hitherto existing units.

ANALYSIS

From the foregoing, it is apparent that Botswana’s legal framework falls short of international AML/CFT standards. A specific element of this shortfall is that the framework does not criminalise some key predicate offences to money laundering and the financing of terrorism. These include participation in an organised criminal group, terrorism and terrorist financing, illicit arms trafficking, kidnapping and hostage taking, environmental crime and smuggling.

On another level, it is recognised that in many instances money laundering will only be detected after the placement stage. Therefore, there has been an identified need for financial institutions to focus more attention on the layering stage, wherein laundered funds or terror finances are already in the system and numerous transactions are initiated to disguise them. Botswana still needs to enhance legislation on money laundering to ensure full compliance with international requirements and the FATF Recommendations.

In line with Basil Committee recommendations, there is a need for the financial sector regulators who are responsible for supervising AML/CFT procedures and respective financial institutions to ascertain that managers, owners and shareholders meet the ‘fit and proper’ test. It has been proposed elsewhere that a similar approach to that of the European Union Anti-Money Laundering Directive should be adopted. The conceptual underpinning of this approach is that it is easier to prevent and detect money laundering in its earliest stages. In the EU directive, ‘institutions and persons’ and ‘their directors and employees should co-operate fully with the authorities responsible for combating money laundering…by informing those authorities, on their own initiative, of any fact which might be an indication of money laundering’. Its fundamental departure from interventions in Botswana is that the onus is not only placed on the system, but rather on personal/professional application the system by individuals appointed to manage it.

Clearly, regulating the non-financial sector will make the system less attractive to launderers. Some cash transactions are made through lawyers who do not insist on cheques for fear of losing clients. Traditionally, it is the easiest way for both estate agents and lawyers to make money through the sale and transfer of land. Also of importance is that most cash loan businesses deal on a cash basis. They are not regulated. They need to be properly regulated by the BoB, be subjected to inspections/audits and be required to keep proper records that create a paper trail of their customers’ dealings. Casinos, motor dealers, bureaux de change and money remittance companies like Western Union also require regulation. It is easy to get foreign currency or remit money without any questions. In an economy that is lopsided owing to the mining industry, the combined income of the players in this sector is so significant as to justify a more deliberate regulatory framework. Criminals continuously move
money between different financial instruments and in and out of tangible assets such as businesses or property. They try to change the shape and size of the financial holding to make it more difficult to identify. The obsessive focus on banks, therefore, displays a fundamental lack of understanding of the mechanisms of laundering.50

There is a suspicious-activity reporting regime created by the Proceeds of Serious Crime Act, the Banking Act and the Banking (AML) Regulations Act. Botswana is also in the process of establishing a financial intelligence unit (FIU). In the meantime, part of the mandate of the Directorate on Corruption and Economic Crime (DCEC) is to investigate and prosecute money-laundering offences and carry out the function of pursuing suspicious transactions. However, the DCEC works very much below the capacity envisaged by FATF. Practically, investigation and prosecution of money laundering offences is shared between various investigative agencies, namely the BPS, the DCEC and the BURS, with insufficient coordination.

In order to steer the implementation of international conventions and resolutions, a national AML/CFT committee that had been in place for the past few years was reconstituted under the Financial Intelligence Act. The newly constituted committee has to preside over the fine-tuning of national strategy that currently envisages legislation concerning terrorist financing, establishment of a FIU and the development of a civil forfeiture dispensation.

At the level of law enforcement, the BPS undertakes investigations on organised crime but rarely seeks collaboration with the DCEC to combine efforts in establishing money-laundering linkages.51 The current position is that there is usually no attempt made to link predicate offences to money laundering during serious crime investigations. Law enforcement still takes the traditional approach in which the so-called common criminal law offences are preferred to those that require technical skills. The delegation of the money-laundering law enforcement function to the DCEC is viewed as having stopped the perceived and practical territorial and jurisdictional confusion with the BPS over issues of money laundering. The view of the BPS and BURS is that only the DCEC can and should investigate money laundering. However, this approach is regressive. The involvement of organised crime or predicate offences means that investigations may fall squarely on either BPS or BURS and therefore beyond the mandate and/or expertise of the DCEC. When this happens it would be inevitable that the respective institution takes the lead. In any event, the police are mandated to enforce all the written laws of the country, including those on money laundering. In theory the DCEC is fully staffed with officers from different fields such as finance, accounts, law, education and research who are more competent to deal with complex issues like money laundering. However, in practice the DCEC is below capacity.52 Therefore, it is proposed that the most productive way forward should be partnership in money-laundering investigations so that teams are constituted to involve all relevant departments when the need arises. This would ascertain that all issues emanating from investigations are dealt with without delay.

A distinction has been drawn between money laundering and the financing of terrorism. In particular, terrorist financing differs from money laundering in that it can involve either illegal or legitimate funds being channelled to support terrorism. Insofar as it focuses on dirty money, detection of money laundering should be viewed as only part of the battle against detecting the financing of terrorism.53 This leaves financial institutions with the near impossible task of implementing CFT measures where in reality there is no difference between funds intended to finance terrorism and ordinary money. The costs of establishing AML/CFT structures in a country like Botswana, where the perceptions are of low risk levels, do not appear to justify the cause. Countries in the region simply cannot afford such structures. As aptly explained by Hübschle:

With little or no evidence of terrorist financing, it is understandable that politicians are apprehensive to introduce such measures. In the absence of anti-terrorist financing laws and corporate computerised banking milieus, the various detection methods are useless.54

Another area of focus as recommended by FATF is the monitoring of NGOs. In the case of Botswana, a Presidential Directive establishes a national policy on NGOs. Many donors left the country as soon as it was evident that Botswana had consolidated its position as a middle-income country, thus creating a financing gap.

As a result, the Botswana Council of Non-Governmental Organisations (BOCONGO) assumed the critical role of building the capacity of its members to enable them to manage their organisations in an effective and transpar-
ent way. It also sought to provide support to its members to solicit financial assistance domestically and internationally to finance their projects. However, there are no AML/CFT obligations placed on NGOs, nor does the Registrar of Societies conduct any oversight of the sector besides registering organisations.

Religious communities also need to be regulated. There are many churches in Botswana that prescribe that members pay a proportion of their income/wealth to either charity or the church. However, neither the congregants nor the relevant authorities get to know how these contributions are used. There is no auditing process undertaken with respect to the activities of this sector to, among other things, establish that funds are being used for the purpose for which they were intended. There are no restrictions on raising funds, whether domestically or internationally. It is therefore imperative that there be legislative provisions to protect gullible citizens against the possibility of being fleeced of their hard-earned cash and of such funds being co-mingled with proceeds of crime or being used to sponsor terrorism. As at present, the authorities in Botswana have not been able to monitor the activities of this sector or track the manner in which the funds it receives are used. In the absence of appropriate mechanisms to enhance transparency and monitoring of activities of NGOs, the potential exists for this sector to be used to divert funds for terrorist purposes. Towards the end of 2008, after several years of public suspicion regarding the dealings of the trendiest church in Gaborone, it was established that despite attracting an elite congregation, the church had been denied registration in Botswana before irregularly commencing its operations. Two of its pastors have since been arrested and deported.

**INTERNATIONAL COOPERATION ON AML AND CFT**

Overall, Botswana has a sound framework for the provision of mutual legal assistance. She has ratified the international conventions relevant to organised crime, money laundering, terrorism and the financing of terrorism. Her membership of a number of regional and international organisations provides a solid mechanism through which implementation of international AML/CFT standards can be enhanced. The significant regional organisations are discussed below.

**Eastern and Southern African Anti-Money Laundering Group**

ESAAMLG is a FATF-style regional body formed to spearhead the implementation of AML/CFT standards in the region. Botswana established an AML/CFT committee in 2003. This was done in line with the ESAAMLG recommendation for member countries to establish well-constituted AML committees/task forces with high-ranking representatives from the legal, financial and law enforcement sectors. The committee meets often to share information and evaluate measures adopted. The Anti-Money Laundering Task Force is currently drafting comprehensive anti-money laundering legislation to establish a fully-fledged FIU. The unit will receive or request information and analyse and disseminate suspicious transaction reports and other information regarding potential money laundering.

**International Criminal Police Organisation/Southern African Regional Police Chiefs Cooperation Organisation**

Interpol is the foremost international law enforcement agency. It has various organs and structures that deal with both money laundering and the financing of terrorism. At the regional level, it operates through the Interpol Sub-Regional Bureau (SRB) for Southern Africa that also serves as the secretariat for the South African Regional Police Chiefs Cooperation Organisation (SARPCCO). The BPS, through the Interpol National Central Bureau (NCB), is able to co-operate internationally using police-to-police information exchange channels. In addition, Botswana is a member of the SARPCCO whose objectives include, among others, ‘to promote, strengthen and perpetuate co-operation and foster joint strategies for the management of all forms of cross border and related crimes with regional implications’. SARPCCO countries have one of the world’s most renowned regional law enforcement liaisons, with members frequently conducting cross-border investigations and targeted operations against organised crime.

While there is no provision enabling the DCEC to directly provide information or to solicit it from international law enforcement agencies, all law enforcement organs in Botswana may approach the BPS to use its
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**Without appropriate mechanisms to enhance transparency and monitoring of NGOs’ activities, there is potential for funds to be diverted for terrorist purposes**
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Interpol/SARPCCO international co-operation facilities. This makes the implementation of international co-operation easy at the operational level. As a member of both Interpol and SARPCCO, Botswana has access to the following structures that are of significance to AML and CFT.

The Interpol Fusion Task Force
This was created to initiate and develop a multi-disciplinary approach to AML/CFT. Interpol provides increased access to valuable information about terrorist organisations, individuals suspected of terrorist activities and the tools used by terrorists to conduct their activities.

Interpol notices
One of the primary roles of Interpol is to circulate notices. These are international publications of pictures and identity details of persons formally charged or convicted of criminal offences but who abscond. Four of the notices are relevant for the purposes of addressing financing of terrorism. The notices are published and accessed through the Interpol I-24/7 global communication system managed in each country by the Interpol National Central Bureau. Botswana, like other member countries, can access or disseminate money laundering and terrorism-related information in a matter of seconds.

Terrorism Early Warning Centre
The Interpol SRB for Southern Africa is in the process of establishing a regional terrorism early warning centre. At the conclusion of the Interpol/SARPCCO/ISS Conference on Terrorism in southern Africa in 2004, some recommendations were adopted to help enhance the effectiveness of the processes of identifying, preventing and combating terrorism both nationally and regionally. The conference also passed resolutions on judicial co-operation, mutual legal assistance and international legal instruments as well as on technical assistance and capacity-building issues. It is envisaged that SARPCCO/Interpol and SADC will ensure high-level support for the implementation of the resolutions and therefore hasten regional response capabilities.

The Interpol Global Communication System I-24/7
As the Interpol Global Communication System I-24/7 is the most efficient and effective law enforcement information-switching product worldwide, many countries have chosen to extend the connectivity of this robust facility to their law-enforcement authorities, including border control, customs, airports and so forth. There is an opportunity for the newly established FIU to exploit this provision and therefore cast the net wider in the fight against terrorist financing. All law enforcement organs in Botswana can access the facility through the NCB.

Interpol Working Group on Money Laundering and Financing of Terrorism
According to Interpol, the overarching goal of this group is to establish synergies with other organisations in its anti-money laundering and financing of terrorism initiatives. Among other things, it emphasises outreach to populate its databases on money laundering and the financing of terrorism, enabling it to respond more effectively to the needs of law enforcement. The core themes of this group are:

- improving information exchange: outreach with FIUs and or the Egmont group
- typologies/special interest surveys: including cash couriers, ARS, links between organised crime and terrorist financing
- developing relationships with the financial/banking institutions
- training/technical assistance

CHALLENGES OF CONFRONTING AML AND CFT
Is this a worthy fight for Botswana?

While there have been great strides in fighting money laundering in the region generally and in Botswana itself, the initiatives are not without critics nor have they escaped politics. There is a proposition that AML/CFT interventions should be similar due to the symbiotic relationships of the two. If this proposition is persuasive, then the politics around the two issues could also be generalised.

First, there is constant debate on the efficacy of the AML/CFT generic standards. The arguments range from the applicability of the standards in variable contexts to the subjective definitions of the critical concepts, especially organised crime and terrorism. Political perceptions in the region appear to subscribe to the view that the Bratton Hood institutions assume a critical role in pressurising developing countries to toe the line. It has been argued that these institutions control billions of dollars in resources in the form of development aid and FDI. Reminiscent of the strategy they adopted in the 1970s and 1980s in engendering economic structural adjustment programmes, these institutions will not do business in jurisdictions that fail to implement international AML/CFT standards. Therefore, countries like Botswana are presumably required to implement international standards even when the benefits do not accrue to them. The position of the IMF and World Bank is also considered hypocritical. These are the same institutions that lambaste developing countries for having too many bureaucratic structures that are repugnant to international business. Creating fast-tracked avenues for international business, as they advocate, is clearly incon-
sistent with the principle of undertaking comprehensive due diligence. It is these mixed messages that politicians have found particularly irritating and malicious. Some officials have suggested that anti-money laundering laws are drafted to satisfy international obligations at the very minimum. It is suggested that as a result, countries pay little more than lip service to the international instruments as higher local priorities take precedence over implementation of AML/CFT laws and regulations. This view appears to emanate from the fact that the establishment of functional structures is not only a costly exercise in terms of systems, but also in terms of competent staff that has to be recruited or trained.

Second, there are challenges of a practical nature. For example, even though banks keep records of transactions, tracing them is still problematic in several developing countries. This is because record storage is predominantly manual, as paperless and computerised transaction record-keeping is not well established. The use of wards/kgotlas as physical addresses in Botswana poses several difficulties for institutions that must confirm such addresses. On another level, individuals appointed to run the relevant institutions have more often than not been found wanting in terms of skills and intellectual competence to deal with the issues involved. They, at least in the eyes of the public, fail to pass the ‘fit and proper’ test. The issue of banks not being able to maintain proper records is a curious one. Most banks in the region are either subsidiaries of, or partly owned by, overseas banks. It is therefore not understood why their technological strength and efficient systems cannot be cascaded to subsidiaries in the region. The perception is that this is not the case because the significant players are deriving benefit from the status quo. The double standard that this is not the case because the significant players are deriving benefit from the status quo. The double standard that this is not the case because the significant players are deriving benefit from the status quo. The double standard...
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...to be a priority. Some argue that the legal framework is not solid enough and therefore that the laws are not workable. Others are of the view that the competent authorities are not capacitated to carry out their mandate effectively. The first step to establishing responses to these questions would be to authoritatively determine the extent and trends of money laundering in Botswana.

Lastly, it has been observed in various quarters that there is a dilemma in developing countries: effectively enforcing money laundering laws comes with the inherent risk of scaring investors away and negatively impacting on the much sought-after FDI. Some authorities subscribe to the view that the absence of political will emanates from the fact that politicians are most likely to gain from the status quo. It is suggested that the human development index rankings of most developing countries compels them to accord high priority to speeding up economic development and achievement of the millennium development goals. These countries are probably not in a position to implement AML and CFT and regimes because of the scarcity of requisite resources.

The result of these inconsistencies has been the ratification of protocols that is not accompanied by the same enthusiasm in implementing the required standards.

CONCLUSION

The international community is yet to reach consensus on the definition of organised crime and terrorism. The result of this absence of consensus is that discussions on the subjects of money laundering (which is a direct offshoot or organised crime) and financing of terrorism (which logically relies on what constitutes terrorism) remains shrouded with contradictions. The implementation of effective solutions therefore becomes problematic. However, this has not stopped international institutions from agreeing on generic international standards on AML/CFT.

While there are efforts towards improving the capacity of structures and institutions to deal with money laundering and financing of terrorism, it is apparent that Botswana has not yet fully complied with these standards. There are resource gaps that militate against achievement of this goal. The government of Botswana needs to implement a comprehensive anti-money laundering regime that seeks to increase the awareness of this problem both within the government and in the private sector. Competent authorities must not only have the necessary legal tools to complement the international standards, but they must have sufficient human resources retention programmes.

The key elements of achieving success in AML/CFT are encapsulated in the conceptual framework of the ‘three pillars’ of prevention, enforcement and international co-operation. It is apparent that such success will only be feasible if there is equal effectiveness in the implementation of the three prongs. Further, success is also dependent on the full appreciation of the conditions prevailing not only in Botswana but in other vulnerable economies and beyond. Therefore, in formulating an enhanced AML/CFT regime, the key areas of vulnerability identified above need to be kept in mind.

More importantly, there is a need to review the risks of money laundering and the financing of terrorism on a regular and ongoing basis so that interventions remain relevant. Dedicated laws are therefore critical. Ultimately, relevant authorities will need to critically examine the political and economic expediency of the implementation of international standards and make sure that they remain relevant to Botswana’s political and economic context.
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